
Self Service Portal and 2FA User Guide  
 

Accessing Symantec Self Service Portal  
Self Service Portal (SSP) is a web-based application which you can use to register, test, reset, or 
remove Symantec VIP credentials. You can go straight to the page using the following URL: 
https://sym-ssp.its.unimelb.edu.au  

 

Figure 1: SSP Page 

 

Login  
The SSP secured login page is the initial screen for users. Only users who have access to mgmt. VPN 
service will be able to login. To further enhance the security, this page is only accessible from 
University of Melbourne Network.  

To login enter your Active Directory user name and password and then press ‘Enter’ or select the 
‘Sign In’ button. (Same login that you use to logon to your computer)  

If you don’t have registered Symantec VIP credentials or using Self Service portal of the first time. 
You will be prompted to confirm your identity by requesting temporary security code after 
successful validation of your Active Directory credentials. 

You will be asked to choose the delivery method for temporary security code.  Available delivery 
methods are email, Voice Call and SMS. Your contact details are extracted from Active Directory 
database, therefore if you don’t have mobile phone or desk phone register in Active Directory it 
won’t show on this screen.  

Note: If you are an external vendor and don’t have access to University’s email then you have to 
contact Service Centre on +61 3 83440888 to complete credential registration. 

Select the most convenient method and click on ‘Continue’ button  

  

https://sym-ssp.its.unimelb.edu.au/


Figure 2: SSP Temp Security Code Page 

 

If you chose email as a delivery option then you will receive an email from with six digit security code  

 

 

Type the temporary security code you have received in the self-service portal  

 



 

 

Next page will request you to register your credentials. Symantec VIP Access Credential is a software 
(Application) that generates a unique security code for your account about every 30 seconds. You 
use that code to access your account.  

You can download Desktop (Mac OS and Windows) from UoM Software Self Service Portal, or 
directly from Symantec website https://idprotect.vip.symantec.com/desktop/home.v 

To download credential on your smart phone, search for VIP Access in appropriate store E.g. Google Play, 
Window s Marketplace or Apple App Store.   

Once you have credentials installed, click on Register on self-service portal  

 

 

Follow the instruction on next page to complete registration.  

 

 

https://idprotect.vip.symantec.com/desktop/home.v


 

After successful registration you will be taken self-service portal home page.  

 



Logging to Self-Service Portal after initial setup  
Once you have completed initial setup and registered your VIP credentials, subsequent access to 
self-self-page will be through two factor authentication i.e. you will be required to provide your 
Active Directory credentials and Symantec security code.   

 

Next page will challenge you for 2nd factor authentication. Choose your credential ID from the drop 
down and type in the security code displayed on the credentials.  

 

Screenshot below displays the location of security code on Windows desktop and Android smart 
phone.  



 

 

 

Maintaining Symantec VIP Credential  
Self Service portal gives you access to maintain your credentials. You can easily test, reset, or 
remove Symantec VIP credentials. You can also generate temporary security code in case you have 
lost or don’t have access to your Symantec VIP credentials. 

Testing and Removing Exiting VIP Credentials  
Once you have successful logged on to Symantec Self-Service portal, you will see list of all the 
credentials registered under your name. To test, rename or remove particular token, click on arrow 
button under Action column.  

 



 

 

 

Generating Temporary Security Code  
You can request temporary security code from self-service portal if you are unable to use your 
registered VIP credentials.  

To do that, logon to self Service portal using your Active Directory credentials (Same login that you 
use to logon to your computer) 

 

 



On next page, when prompted to choose Credential ID and type security code, click on ‘Trouble 
Signing In?’   

 

Next page will prompt you to choose delivery method for your temporary security code  

Click on most convenient method and press continue.  

 

Temporary security code will be delivered via your chosen method. You can you that code to access 
resources which require 2 factor authentication. E.g. Mgmt. VPN  

Note: Temporary security codes have 24 hour validity and are valid for one time use only. Contact 
Service Desk if you require longer validity period and/or multi-use temporary security code.  

 

 



Using Mgmt. VPN after 2FA deployment  
 

Once you receive email notification that 2FA has been enabled on your VPN tunnel, you will be 
required to use your AD credentials and Symantec Security Code to login  

At the moment when you connect to VPN, you launch Cisco AnyConnect Client. Type in the VPN 
gateway address E.g. queen.its.unimelb.edu.au/its and click on connect.  

 

This is followed by Authentication prompt.   

 

 

After 2FA deployment, authentication prompt will change and display option for Security code 
(Second Password).  

 

In Username, type in your UoM Active Directory UserID.  
In Password field, type in your UoM Active Directory password.  
In Security Code, type in the security code displayed on your Symantec VIP Access credentials and 
click on OK. E.g. 



 

 

Note: Security Code field may show up as Second Password on initial login.  
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